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ABSTRACT

This Configuration Managerment Plan (CWP) describes the procedures and
requirements that will be used to nanage software for the Airfields Facilities
File Information System (AIRFIELDS) during its life-cycles. It provides
detailed information as to the authority and responsibility for each area of
concern, and describes what data the Configuration Managerment O fice will
collect and naintain for the system This docunent is based on the

requi rements found in Configuration Managenent, M L-STD 973, 17 April 1992.



SECTION 1. | NTRODUCTI ON

1.1 Purpose

The purpose of this Configuration Managenent Plan (OW) is to define the
procedures, responsibilities and activities to docunment, control, inplenent,
account for, and audit all modifications associated with the Airfields
Facilities File Information System (Al RFlI ELDS). The organi zati onal

rel ati onshi ps between the different CGovernnent organizations are described
along with the duties associated with each. This docunent will al so establish
the OM standards and guidelines to be followed to ensure efficient control of
the software nodification process in support of Al RFlIELDS and users of the
system

1.2 System Description

Al RFI ELDS provides the World Wde MIlitary Command and Control System (\WWCCS)
communi ty aut omated access to detailed evaluated infornation on air facilities
inthe free world. Wth data supplied by the Defense Mappi ng Agency Aerospace
Center (DMPAC), the AIRFIELDS Systemprovides reports in different fornats
on-line and off-line to meet the needs of the MIlitary Comrands and
Departments for current air facility data utilized in contingency planni ng and
the conduct of air operations.

1.3 Acronyns and Definitions

1.3.1 Acronyns Used in This Plan. The acronyms found in this docunent are as
fol | ows:

a. ACSN - Advance Change Study Notice
b. AS - Aut omat ed | nfornation System
c. CB - Configuration Control Board

d d - Configuration Item



e. QM - Confi gurati on Managenent

f. OV - Confi guration Managenent Ofice
g. CSA - Configuration Status Accounting
h. CsC - Conput er Sof t war e Conponent
i. CSCR - Configuration Status Accounting Report
j. €sd - Conput er Software Configuration Item
k. DD - Depart ment of Defense
. ECP - Engi neeri ng Change Proposal
m FBL - Functi onal Baseline
n. PBL - Product Baseline
o. PCA - Physi cal Configuration Audit
p. PM - Pr ogr am Manger
g. PMO - Program Managenent COffice
r. SPS - Sof t war e Product Specification
s.  SON - Speci fication Change Noti ce.
1.3.2 Advance Change Study Notice (ACSN) . A docurent that nmay be used,

i nstead of a prelininary Engi neering Change Proposal (ECP) (DD Form 1692) to
identify an idea or problemin order to obtain authorization to submt a
formal routine ECP.



1.3.3 Alocated Baseline (ABL) . The initially approved docurentation
describing an items functional, interoperability, and interface
characteristics that are allocated fromthose of a systemor higher |evel
configuration item interface requirenents with interfacing configuration
items, additional design constraints, and the verification required to
denonstrate the achi everrent of those specified characteristics.

1.3.4 Conputer Software Configuration Item (CSd) . Aconfiguration itemthat
is conputer software.

1.3.5 Configuration . The docunented functional and physical characteristics
of existing or planned hardware, firnware, software or the conbi nation there
of as set forth in technical docurmentation and ultimately achieved in a
product or system

1.3.6 Configuration GControl Board . A board conposed of technical and
adm ni strative representatives who reconmend approval or di sapproval of
proposed engi neering changes to a As current approved configuration
docunentation. The board al so recormends approval or di sapproval of proposed
wai vers and deviations froma Cs current approved configuration

docurent at i on.

1.3.7 Configuration Docunentation . The technical docurentation that
identifies and defines the item s functional and physical characteristics.

The configuration docunentation is devel oped, approved, and mai ntai ned through
three distinct evolutionary increasing levels of detail. The levels are the
functional configuration documentation, the allocated configuration

docunent ati on, and the product configuration docurmentati on.

1.3.8 Configuration Identification . Configuration identification includes
the selection of As; the deternination of the types of configuration




docunentation required for each A; the issuance of nunbers and ot her
identifiers affixed to the Cs and to the technical docurmentation that defines
the As configuration, including internal and external interfaces; the rel ease
of the s and their associated configuration docunmentation; and the
establ i shment of configuration baselines for each . This configuration
identification process will include tapes and di sks that establish the
baselines for the system

1.3.9 Configuration Item(Q) . Aconfiguration itemis an aggregation of
hardware or software that satisfies an end use function and is designated by
the PMO, CMD QOCB, and the concerned security office for separate
configuration managenent. This will include all tapes and di sks associ at ed
with the system Al Cs wll be narked, controlled, and docurented as stated
i n paragraph 1.3.10.

1.3.10 Configuration Managenent ( QW

a. As applied to configuration items, a discipline applying technica
and admni strative direction and surveillance over the life cycle
of itenms to:

(1) ldentify and docurment the functional and physi cal
characteristics of all configuration itens.

(2) Control all nodifications to configuration itens.

(3) Record and report informati on needed to manage
configuration items effectively, including the status of
proposed nodifications and inpl ementation status of
approved modi fications.

(4) Audit configuration itens to verify conformance to
speci fications, requirenents, interface contro
docunents and any ot her requirenents.

b. As applied to digital data files, the application of selected
configuration identification and configuration status
accounting principles to:

(1) Uniquely identify the digital data files, including
versions of the files and their status (e.g., working,
rel eased, submitted, approved).

(2) Record and report information needed to manage the data
files effectively, including the status of updated
versions of files.

1.3.11 Configuration Managenent Pl an (CVP) . The docunent that defines how
configuration managenent will be inplenented that includes policies and
procedures for a particular program




1.3.12 Configuration Status Accounting (CSA) . The recording and reporting of
i nformati on needed to manage configuration items effectively, including:

a. Avrecord of the approved configuration docunentation and the
i dentification nunbers

b. The status of proposed nodifications, deviations, and waivers
to the configuration

c. The inplenentation status of approved nodifications

d. The configuration of all units of the configuration itemin
the operational inventory.

1.3.13 Deficiencies . Deficiencies consist of two types;

a. Conditions or characteristics in any itens that are not in
accordance with the items current approved configuration
docurnent ati on; or

b. Inadequate or erroneous itemconfiguration docunentation that
has resulted, or may result, in units of the itemthat do not
neet the requirements for the item

1.3.14 Engineering Change Proposal (ECP) . A proposed nodification and the
docunent ati on by which the nodification is described, justified, and subnitted
to the CCB for approval or disapproval. Al ECPs are tracked by the CMD

1.3.15 Functional Baseline (FBL) . The initially approved docunentation
describing a systemis or itenis functional, interoperability, and interface
characteristics and the verification required to denmonstrate the achi evenent
of those specified characteristics.

1.3.16 Functional Configuration Audit (FCA) . The formal exami nation of
functional characteristics of a configuration item prior to acceptance, to
verify that the itemhas achieved the requirements specified in its functiona
and al | ocated configuration docurent ati on.




1.3.17 Physical Configuration Audit (PCA) . The formal exam nation of the
"as-built" configuration of a configuration itemagainst its technical
docunentation to establish or verify the configuration itenms product baseline.

1.3.18 Product Baseline (PBL) . The initially approved docunentation
describing all of the necessary functional and physical characteristics of the
configuration itemand the sel ected functional and physical characteristics
designated for the configuration item |In addition to this docunmentation, the
product baseline of a configuration itemmay consist of the actual equiprent
and sof t war e.

1.3.19 Specification Change Notice (SON) . A docurent used to propose,
transnit, and record nodifications to a specification.

1.3.22 Support Equipnent . Equi prent and the conputer software required to
nmaintain, test, or operate and itemor facility in its intended environnent.

1.3.21 Mersion. An identified and docunented body of software.
Modi fications to a version of software (resulting in a new version) require
confi guration managenent actions by the designated authority.

1.4 (ojectives

This AIRFIELDS QW is designed for conplete accountability and control of all
Al RFI ELDS software, docunentation and rel ated media, both the devel oprrent al
and operational environment. This OW will also define the line of authority
and responsibility for acconplishing configuration management activities
related to Al RFl ELDS.

1.5 Approach to Configurati on Managenent (CM

Configuration Managenent is the discipline for applying technical and
admnistrative direction and surveillance that enconpasses the follow ng:

a. ldentify and docurent functional physical characteristics of all
configuration itemns
b. Control all changes to those configuration itens that formthe

basel i ne system

c. Record and report on the status of all changes that are approved
regardi ng processing and i npl erent ati on.



SECTION 2. CONFlI GURATI ON VANAGEMENT ORGAN ZATI ON and RESPONSI Bl LI TI ES

2.1 Basic Requirenents

The Al RFI ELDS Configuration Management Organization (CMJ) will inplenent an

i nternal configuration managerment systemfor control of all configuration
docunent ati on, physical media, and physical parts representing or conprising
the product. For software, the systemwill address the evol ving devel oprent al
configuration and support environments (engineering, inplementation and test)
used to generate and test the product. The configuration management system
wi Il consist of the follow ng el enents:

a. Configuration identification

b. Configuration control

c. Configuration status accounting

d. Configuration audits.
The MO wi Il inplement the requirements as stated in this plan to ds and will
i nsure conpliance with those requirenents in all phases of the systens life
cycle.
2.1.1 ARFIEDS CMPolicy, Plans, and Procedures . The AIRFIELDS CMD, with
the approval of the PMis responsible for establishing Al RFIELDS CMD policy,

pl ans and procedures. nce these itens have been established, the OM el ement
is responsible for the foll ow ng:

a. Bvaluating the effectiveness of the CMplan and its procedures
b. Recommendi ng changes to the CMprogramfor approval by the PM
c. Inplementing the approved changes.

2.2 Configuration Managenent Authority

Al Al RFlI ELDS devel oprmental and operational software, docunentation and

rel ated nedia nodifications will be naintained under the control and authority
of the AIRFIELDS CMD  The final authority for approving or disapproving all
nodi fications to AARFIELDS lies with the Al RFIELDS Program Managenment (ffice
(PMD via the Configuration Control Board (CCB).

2.3 A RFIELDS Confiqurati on Managenent Activity

The AIRFIELDS CMD is nmade up of the Al RFI ELDS Configuration Manager, who is
directly responsible to the AIRFIELDS PM and support personnel as descri bed
infig 2-1. The primary functions of the AIRFIELDS CMD are as fol |l ows:



Configuration identification and docunentation - The process of
defining, collecting, and identifying all configuration control
itens (CCl) to be controlled. This process is concerned with the
specific control of the itemthan its technical adequacy or its
quality.

Configuration Baselining - The process of officially recognizing a

particular configuration with all its associated products (e.g.
t echni cal docunentation, specific hardware). This action establishes
the exact configuration as a control point. |t then becones the

ref erence agai nst which all subsequent nodifications nust be
accounted. The Al RFI ELDS product baseline is established when its
configuration is delivered to the CMO  Mbdifications can then only
be made on approval of the CCB.

Modi fication control - This is the process of eval uating,
coordi nati ng, and approving (or disapproving) the inplenentation of
all nodifications to a A under baseline control. This process

assures and expedites the inplenentation of needed nodifications and
prevents unaut horized, unnecessary and untested nodifications.

Configuration accounting - This activity is keeping track of the
current configuration status of all identified As. This tracking is
enhanced by the use of configuration tools. This activity provides
the information to trace the evolution of a current revision from
it's initial release configuration.

Activity reporting - During the nodification process the CMO will
track and report on each nodification. This will include the
start/conpletion date and the actual tine for each approved

engi neeri ng change proposal (ECP) (software, docurentation and
hardware). These reports will be presented to the PMO CCB. This
activity will ensure that all ECPs are fully accounted for and that
schedul es are nonitored. The OMOw Il also verify testing of each
nodi fication before the nmodification is included in the release or in
the case of hardware that the correct nodifications/updating have
been conpl eted as specifi ed.

Provide quality assurance on all of the above - It will be the
responsibility of the CMDto ensure that all of the activities listed
above are fully and accurately tracked and docunented for the PM and
the CCB.

The MO w Il insure that all changes, nodifications and upgrades are
conpl etely docurrented and integrated for the next software rel ease or
har dware upgrade. Al system upgrades, both software and hardware,
will be tracked to ensure that all sites are in full conpliance.



2.4 Configuration Control

The basi ¢ Configurati on Managenent process centers around change control. The
responsi bility for configuration control is sumrarized as foll ows:

a. Al RFIELDS Project Manager. Responsible for the approval and rel ease
of all project items; chairs (or delegates the chair of) the project

b. AIRFIELDS Test Director. Develops and maintains formal test and test
case files which are the subjects of configuration managernent;
provi des technical support to the project CCB

c. A RFILEDS Configuration Manager. Manages all baselined configuration
items for the project, as directed by the Program Manager; acts as
secretariat for the project OCB; manages the project Configuration
Management Cffice (OMD. TXNGK will maintain Configuration
Managenment to include formal change control and utilization of a CCB.
The CB will control the future changes to Al RFIELDS, while the
det ai | ed day-to-day nanagenment is the sole responsibility of the
Al RFl ELDS Proj ect Manager. The CCB will be involved in the
prioritizing and approval / di sapproval of all maintenance activities
as well as design nodifications, specification changes and all
i nprovenent suggesti ons.

Al configuration changes produced for the project are reviewed and rel eased
t hrough the Configuration Managenent Office (OM) as part of nornal approval

processing. nhce a configuration has conpleted functional testing, a product
baseline will be established. Changes to this baseline can only be nade with
GCB concurrence.

2.4.1 Configuration Control Board (QGCB) . The purpose of the CCBis to review
and approve any changes to baselined docurmentati on or software configurations
prior to inplementation or incorporation of the changes. The CCB is

responsi bl e for the follow ng:

a. Revi ew and approve documents and conponent changes subnmitted for
basel i ni ng

b. Revi ew techni cal eval uation of DRs, SPRs, ECPs and SERs, and nake
recomrendati ons to the Project Manager regarding the
approval / di sapproval of DRs and SPRs witten agai nst baselined

product s
C. Revi ew and approve SCON\s agai nst design requirenents
d. Revi ew DRs and SPRs to basel i ned code and docunents to assess the

validity of the problem



e. Det ermi ne when updates to baseline libraries of released files
shoul d be generated and rel eased

f. Revi ew DRs generated to request changes to documents under CCB
control for the purpose of evaluating their adequacy and
conpl et eness

g. Revi ew prot otypes of approved requirenments and provide
recomrendati ons to the Program Manager regardi ng changes to the
desi gn.

The permanent nenbership of the CCB consists of the chairnan, the OMD system
engi neering, systeminstallation, software engineering and system
adm ni strators.

2.5 Confiqguration Managenent Document ati on

The foll owing describes the forns and logs that will be used and nai ntai ned by
the AIRFIELDS CMD  These fornms are for the purpose of docunenting and
tracking of all reported problens, all requested nodifications, either
approved or di sapproved, for software or hardware, and requested specification
changes. A hard copy of all executed fornms will be maintained as a backup and
hi story by the CMD

2.5.1 Deficiency Report (DR} . Applies to discrepancies discovered by the
techni cal devel oprrent staff. A DR can be submtted to report a real or
perceived error in systemfunction. The purpose of the DRis to start an

i nvestigation of the problemto determine if there is one with the system
(either software or hardware) or a possible user m sunderstandi ng of the
function or use of the system Before any work is started on a DRit nust be
prioritized and approved by the PMDO The DR forns will be maintained and
tracked by the GMDto ensure that they are conpleted as required and report to
the PMO |If a DRindicates a systemfailure of any kind an ECP will be
required for nodification.

2.5.2 Incident Report (IR . The IRformis used to report suspected system
probl enms to the technical devel opment staff. GCenerally, IRs wll be
submtted by users directly to the CMD The CMO will subnit the forns to the
technical staff for analysis. If it is determned that a problemwth the
systemexists, a deficiency report (Section 2.5.1) will be generated.

2.5.3 Software Problem Reports . SPRs are used by Al RFIELDS software
devel opers




to docunent probl ens and their permanent solutions for baselined software
source code, data and related files. The SPRis initiated when a problemis
detected or confirmed. The SPR formprovides a tangible record of the
problem its disposition, and the changes made to correct it.

2.5.4 Advance Change Study Notice (ACSN DD 2616) . Prior to the preparation
of the formal ECP, the custoner, CCB and the Al RFl ELDS PMO shoul d agree on the
need for detailed information to be provided about the change idea invol ved.

The ACSN shall be used by either the customer, the CCB, or the PMDto identify

topic for a change proposal. However, energency, and urgent type ECPs do not
require an ACSN prior to subnittal. Upon the submttal of an ACSN by a
customer, CCB or PMD the software devel opment teamwill fill out areas on the

formthat would not be known by the CCB or PMD such as itens affected,
alternatives, etc. The ACSN would then be resubnmitted to the PMD and OMD for
review and tracking by the CCB .

2.5.5 A RFIELDS Engineering Change Proposal (ECP 1692) . An ECP is required
to modify a function, add a function or to delete a function. The ECP will

al so be used to inplenent and track changes to software or hardware that have
either been initiated via the DR or SPR and are of a | arge enough scope to

i npact a release's schedule. No work will be started on any ECP until the
chairman of the CCB approves the work with their signature in the approval

block. The MO will maintain all ECPs, ensure that all required signatures

and dates are entered, all areas are filled in conpletely and correctly and

that all nodifications are fully tested.

2.5.5.1 Emergency Mdifications . An ECP can also be submtted w thout an
ACSN when urgent or emergency priority nmodification is required. An emergency
nodi fication is to effect an change in operational characteristics that, if
not acconplished without delay, may seriously conpronise national security or
to correct a systemhalt (abnornal termination) in the production environnent
such that CSC nission acconplishment is prohibited. An urgent priority is
that if a nodification is not acconplished expeditiously, it may seriously
conprom se the mssion effectiveness.

2.5.6 Specification Change Notice (SON) . The software devel oprent teamwill,
concurrent with an ECP, prepare a separate proposed DD Form 1696,

"Speci fication Change Notice", in accordance with ML-STD 973, for each
specification that would require revision if the ECP is approved. The SON(Ss)
will be submtted with the ECP to the PMD and CCB for approval and

aut hori zation, or disapproval. SCNs for a specification are sequentially
nunbered from SCN 1. The proposed SO\, any revision, and the approved SCN
will carry the sane nunber. nhce an SCN has been submitted with the ECP, its
sequence nunber related to that revision of the specification will not be




changed or assigned to another ECP/ SCN package. Any SON nunbers associ at ed
with a disapproved ECP will not be reused. The OMDOw Il track the progress of
each SN with its ECP to ensure that every SCN is responded to, either with an

approval or disapproval, is withdrawn, or is in conflict with another ECP

and/ or SCN

2.5.6.1 Attachnents to Proposed SON\Ns . The attachnments to the proposed SCN
wll be:

a. Pages containing detailed information about the exact proposed
changes to the specification by reference to the paragraph, page,
figure, or table and by citing the words/information to be
changed in the "Froml To " fornat; or

b. New specification pages in format suitable to be substituted for
exi sting pages, identification with the specification nunber and
SCN approval date, nunbered with the same nunbers of the pages
they replace plus a suffix letter where additional pages are
needed to replace a page (e.g., new pages 5 and 5a repl ace ol d
page 5, and all portions affected indicated by synbols (e.g.
change bars, asterisks etc.) in the margin; or

c. A proposed specification revision identified with the same nunber
as the specification to be superseded with a new revision letter,
prepared to the sane format, and all portions affected identified
with synbols in the margin or containing a note explaining that
the changes are too extensive to be identified.

2.5.6.2 Supersession . Wen a proposed SCN nust be revised and resubnitted,
the resubmtted SCNw Il retain the same basic SON nunber but nust be
identified as a superseding revision to avoid confusion with any previous
submttal of the SCN

2.5.6.3 Approved SON . The software teamw || received approved SONs fromthe
CMD and will use the approved SCN\s as aut horization to update the

speci fications in accordance with the approved SONs. An approved SCN al so
provides a summary |isting of pages affected by all previously approved

changes to that particular revision of the specification. SCNs are not

cunul ative insofar as transmttal of changes pages from previous SCNs remain

in effect unless changed or canceled by an SCN of later issue. However, the
summary of current changes shall be a cunul ative summary as of the date of
approval of the latest SCN

2.5.6.4 Change Pages . UWddated and reissued pages will be conpleted reprints
of pages suitable for incorporation by renmoval of old pages and insertion of
new pages. Al portions affected by the change will be indicated by a synbol
in the margin adj acent to the change and enconpassing all changed porti ons.
When changed pages are issued for specifications with pages printed on both



sides of a sheet, and only the page on one side if a sheet is affected by the
change, both sides of the sheet will be reissued. The unchanged side will be
reprinted without change and will not carry the date of change or be included
in the change summary as being affected by the change. |f the docunent has
had four changes issued or if it is determned that at |least half of the
docunent is having change pages issued for it, an entire new docunent will be
print ed.

2.5.7 Detailed Configuration Requirenents . The follow ng paragraphs will
define the detailed requirenments for the A RFIELDS configuration managenent
pr ogr am

2.5.7.1 Configuration Identification . Configuration identification will be
to establish and maintain a definitive basis for control and status accounting
for a d throughout its life cycle. A configuration itemcan be determned to
be a hardware el enent, software el ement, or sone comnbi nati on of both, whose
functions and/or physical characteristics are set forth in technical docunents
whose formats and contents have been defined in terns of a specific standard.
The aggregation of such el ements nust be realizable in a product that can be
observed and evaluated in terns of the degree of satisfaction of the CCB
approved requirerments for form fit, and function. To acconplish
configuration identification the followi ng steps will be used for both

sof tware and har dwar e:

a. Select the hardware and/or software el enents and the docunents that
define those el ements and designating themas ds

b. Select configuration docurmentation to be used to define configuration
basel i nes for each A

c. Establish a rel ease systemfor configuration docunentation
d. Define and docurent interfaces

e. Enter each itemof configuration docurmentation and conputer software
source code into a controlled configuration

f. Establish the proper baseline of the systemdd and inpl ement the
appl i cabl e configuration docunentation

g. Assignidentifiers tothe s and their conponent parts and associ at ed
configuration docunmentation, including revision and versi on nunbers
where appropriate

h. Ensure that the marking or |abeling of itens and docurmentation with
their applicable identifiers enables correlati on between the
item
configuration docunentation, and other associ ated data

i. Ensure that applicable identifiers are enbedded in the source and
obj ect code



2.5.7.2 Confiquration ItemSelection . Any itemrequiring |ogistics support
and designated for separate procurenment is a C. Conputer hardware wll be
treated as Cs. Conputer software will be treated as CSO s throughout the
life cycle of the programregardl ess of how the software will be stored.

Final O selection approval will be nade by the PMD

2.5.7.3 Developnental Configuration . A programwill be inplenented to
control the devel opnental configuration for software, docurentation, and
hardware. This process will be used to control the documentation and
repositories containing the el ements of the devel opnental configuration. A
problemreport will be prepared to describe each probl emdetected in software
docunent ation, or hardware that has been placed under internal configuration
control. The problemreport will describe the corrective action needed and
the actions taken to resolve the problem The reports will be used in the
corrective action process that has been set up to handle problens detected in
the products under configuration control. The corrective action process will
ensure that all detected problenms are pronptly reported, action is initiated
on them resolution is achieved, status is tracked and reported and records of
the probl ens are maintained for the systemlife cycle.

2.5.7.4 Docunentation Library . A docurmentation library will be established
and procedures will be inplenented for controlling the docurments residing
within the docunentation library.

2.5.7.5 Software Development Library . A software devel oprment |ibrary (SDL)
will be established and procedures will be inplemented for controlling the
software residing within the SDL.

2.5.8 Configuration Baselines . Configuration nmanagement normnally enpl oys
three types of configuration baselines, the functional, allocated, and product
basel i nes. These provide for the progressive definition and documentati on of
the requirements and design information describing the various Cs designated
for the system The PMD and the QMO will determ ne the types of

speci fications that should be used to define each A. ML-STD-973 will
establish the order of preference criteria that will be used in the process.

2.5.8.1 Configuration Baselines and Their Configuration Docunentation . The
configuration baselines for all As will be established by the PMOwith the

CMD  The docurnent ation, Functional Configuration Docunentation (FCD),

Al ocated Configuration Docurentation (ACD), and Product Configuration

Docurrent ati on, defining the configuration baselines will be nutually

consi stent and conpatible. Each succeeding | evel of configuration

docunentation fromFCD to ACDto PCD will be traceable to its predecessor(s).

If a conflict arises between |evels of docurmentation, the order of precedence

will be (1) FCD, (2) ACD, and (3) PCD.

2.5.8.2 Mintenance of Confiquration Docunentation . Once the rel ated




configuration baseline has been established, the MO will control and maintain
the originals of the current approved configuration docunentation for al
identified configuration itens.

2.5.8.3 Mdification Release . Mdifications to the release configuration
docunentation will only be acconplished as a result of an approved ECP. The
rel ease will only be acconplished when the conpl eted package of affected
docunentation is ready for sinultaneous rel ease, except as approved by the
PMY CCB.

2.5.8.4 Control of As . The basic unit of configuration identification and
control is termed a configuration item(Qd). As defined in the glossary, a C
is a portion of the system (hardware, software, or firmware) that satisfies a
di screte end-user function and is designated for CM Configuration
identification is controlled through three evolutionary stages or |evels.

Each | evel establishes a specific baseline. The three |evels are:

a. The functional configuration identification: established when the
devel oper and the procuring agency concur about the particul ar
functions to be inplenented. After a baseline is established, it can
be altered if recommended changes (additions, deletions, or
alterations) are approved by the appropriate authority within the
procuring agency via an ECP

b. The all ocated configuration identification: established when the
devel oper and the procuring agency concur on the specific schene for
allocating the approved functionality to particular architectura
sub-el ements of a designated C. Again, alterations to the allocated
basel i ne can be made when recomrended changes are approved by the
appropriate authority via an ECP.

C. The product configuration identification: established when the
devel oper and the procuring agency concur that functiona
qualification testing and integration of tested sub-el enents are
conpl eted. The product baseline defines the as-built product, which
consi sts of the approved product baseline and any approved changes.

In addition to formal baselines, DD STD 498 specifies establishing
devel oprment al configurations to control the evolving CSO fromthe
establ i shnent of the allocated baseline to the establishment of the CSC
product basel i ne.

Change control for the evolving A RFIELDS integration devel oprent al
configuration resides with the Al RFIELDS CM), provi ded the change does not
i npact the Al RFlIELDS



functional or allocated baselines. Change control of the evolving Al RFl ELDS
i ndependent test devel opmental configuration resides with the AlRFIELDS CMD

2.5.9 Software Marking and Labeling . The nmarking and | abeling of the
software will be as foll ows:

a. Software identifier and version and Conputer Program ldentification
Nunber (CPIN), where applicable, will be enbedded in the source code
header .

b. Each software medium (e.g., magnetic tape, disk) containing copies of
tested and verified software entities will be marked with a | abel
containing, or providing cross-reference to a listing of the
applicable software identifiers of the entities it contains.

c. Media copy nunbers will distinguish each copy of the software nedia
fromits identical copies. Each time a new version of software is
i ssued new copy nunbers, starting from1, will be assigned.

2.5.9.1 COIS Labeling . Wen a G is wholly devel oped with private funding
and nodified to satisfy Governnent requirements, the d wll be re-identified
as a Government nodified C.

2.6 Version and Release ldentification

This section describes the methods that will be used to identify Al RFI ELDS

rel eases. The terns "rel ease" and "version" are often used interchangeably to
describe a particular aggregate of software. Strictly speaking, a version is
an identified and fully described aggregation of software that requires CM
actions. Avrelease is a CMaction that results in a particular version of
software's being made available for a specific purpose, such as integration,
testing, or operations. This section describes the version identification
schene to be used to identify version rel eases of Al RFl ELDS RELEASES.

Atwo digit identification schenme will be used to identify a new version of
the A RFIELDS software to be released. The formof this identification scheme
is XX YY., where:

XX = the maj or version

YY = the minor version or incorporation of a Al RFIELDS energency fix

The first digit (XX) uniquely identifies the software with fully documented,
significant functionality.



The second digit (YY) uniquely identifies an aggregate of software that
provi des the basic functionality of the major version and sone new
functionality or emergency fix. The new functionality is not significant
enough to release it as a new naj or version.

Each rel ease of Al RFIELDS software will be acconpanied by a Software Rel ease
Bulletin that uniquely identifies the content and functionality provided or
probl ens resolved. If possible, the nmain menu should identify the conpl ete
version of software to the user. Every release of a major or mnor version
shoul d contain a nodification to the main nmenu that identifies the new version
identification to the user. This practice will greatly assist in fault

i sol ation of user-reported problens.

2.6.1 Software Conponent Nunbering Conventions . The DCOD STD- 498 et hodol ogy
defines three types of software elenents: CSO, CSC, and CSU. The gl ossary

i ncl udes definitions of each of these terms. Each software systemis conposed

of one (1) ton (nis used to indicate no upper bound) top-level software
elenents identified as CSCls. Each CSA is logically deconposed into one (1)
ton CSCs. Each CSCis logically deconposed into 0 to n CSUs. The 498

net hodol ogy | eaves a great deal of flexibility for the devel opers/ maintainers

in defining relationshi ps anong the software objects.

The purpose of applying a software conponent nunbering convention is to
provide the capability to quickly determine a "unit's" relationship to other
"units" in a given system The nunber assigned to a given conponent is

i ncorporated into the prologue for the "nmodul e" and is used in the Software
Product Specification in the description of the detail ed design for a given
nmodul e.

A prelinnary Al RFIELDS software conponent nunbering convention of XXX YYY.ZzZzZ
i s recoomended, where XXX represents the AIRFIELDS CSO to which a given CSU
bel ongs, YYY represents the CSC to which the CSU bel ongs, and ZZZ represents
the sequential nunber assigned to the CSU or the nodul e itself.

As each of the AIRFIELDS CSO's are identified, the next sequential nunber
shoul d be assigned by the CMD

Each Al RFI ELDS CSC can be deconposed into one or more CSCs, and a uni que
sequenti al nunber can be assigned to each CSCwithin a given CSC. For

exanpl e, a CSC nunbered 1.2 identifies the second CSC within that CSCO .

As new CSCs for an existing Al RFIELDS CSC are identified, the next sequenti al
nunber will be assigned. For new CSOs, the GMD wi ||l assign sequenti al
nunbers for all CSCs within the new CSO .

Each Al RFI ELDS CSC nay be (but is not required to be) further deconposed into
a nunber of CSUs. In other words, a CSC may not necessarily have subordi nate
CSUs. Each CSU within a Al RFI ELDS CSC shoul d be assigned a uni que sequenti al
nunber. For exanple, a CSU nunbered 1.2.1 identifies the first CSU of the
second CSC within that CSC, whereas a CSU nunbered 3.2.1 identifies the first
CSU of the second CSC within that CSO .



Each Al RFI ELDS CSC nay be (but is not required to be) further deconposed into
a nunber of CSUs. In other words, a CSC may not necessarily have subordi nate
CSUs. Each CSU within an Al RFI ELDS CSC shoul d be assigned a uni que sequenti al
nunber. For exanple, a CSU nunbered 1.2.1 identifies the first CSU of the
second CSC within that CSC, whereas a CSU nunbered 3.2.1 identifies the first
CSU of the second CSC within that CSO .

As new CSUs for an existing Al RFIELDS CSC are identified, the next sequenti al
nunber will be assigned by the CMO  For new CSCls sequential nunbers for all
CSUs within the new CSO wi |l document this nunbering convention within the
Sof t ware Devel opment Pl an for the CSO; and will inplenent the nunbering
convention within the Software Product Specification.

| mpl ement ation of an Al RFl ELDS conponent nunbering convention will allowthe
CMDto quickly identify the relationship of a given unit to all other units
wi thin Al RFI ELDS.

2.6.2 Software Conponent Naning Conventions . A software conponent nam ng
convention is constrained by the all owabl e size of the name in the progranmm ng
| anguage. Each new Al RFI ELDS CSC will have its software conponent nani ng
convention standard with that established by the CMD  The naning conventi ons
shoul d foll ow t hese general standards:

a. Nanes shoul d be chosen to be meaningful. They should indicate
some notion of the content or function of the software conponent
to the devel oper/ mai nt enance. Nam ng conventions that indicate
the rel ationship of the software conponent to other software
conponents within the CSC shoul d not be used on new devel oprent
efforts.

b. If abbreviations are used in a nane, the |eading character of
each word in a name should be used. The follow ng exanpl e
illustrates this convention:
prs for Process Rule Start
Additional ly, care should be taken that the abbreviation does
not suggest unintended meani ngs. An exanple of an uni ntended
nmeaning is illustrated bel ow
bl d for Binary Logical Decoder

The abbreviation bld could be mstaken for the term bui | d.
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SECTION 3.  CONFI GURATI ON STATUS ACCOUNTI NG ( CSA)

3.1 Purpose of CSA

The purpose of CSAis to assure the accurate identification of each A and
delivered unit so that the necessary support el enments can be correctly
programred and made available in tine to support the . A conplete and
accurate CSA will enhance program and functional manager's capabilities to
identify, produce, inspect, deliver, operate, maintain, repair, refurbish,
etc, As inatimely, efficient, and econom cal manner in satisfying their
assi gned responsibilities.

3.1.1 CSA Requirenents . The CMO will establish an infornation/ nanagement
systemto maintain a record of the nmost current versions of the docunents, or
their el ectronic equivalents that describe the s, their conmponent parts and
assenblies, and to maintain a record of the most current identification
nunbers used to identify the As. The systemshould also identify all
proprietary or restricted data and the Cs to which each applies. Specific
information systemcapabilities and data el enents selected fromthe foll ow ng
paragraphs will be provided. These data elenents will be incorporated into
the systemprogressively and not |ater than the establishnent of the FBL, ABL,
or PBL. These data elements will be updated as changes fromthe baseline
configuration are approved, so that the nmost current descriptive infornation
is the prinmary information stored. Were a d has nore than one approved
configuration in continuing operation the systemw |l identify all currently
approved docunentation/identification nunbers for those configurations.

3.1.1.1 Specification Revision/SCN Level . For each specification, prepared
and naintained for this programto describe and control the performance and/ or
design of the systemand its component Os, a record will be established and
kept current. The record will show the follow ng:

a. The specification identification nunber

b. The specification title

c. The A nonencl ature

d. The current revision identifier and the date of issue

e. The nmost current approved SCN nunber

f. The related ECP nunber.

3.1.1.2 Specification Revision/SON Hstory . The historical file of the
information in paragraph 3.1.1.3 will be maintained for each revision of each




C specification fromthe date of the initial rel ease of the basic
speci fication through the current revision and the SCN

3.1.1.3 Software Version Level . For each itemof software purchased/ created
and nai ntai ned for the operation and nai ntenance of this systemand its
conponent C's, a record will be established and kept current. The record wll
refl ect the follow ng:

a. The software identification nunber

b. The related CSA specification nunber and title
c. The software title

d. The current version and interimversion |eve

e. The ECP nunber effecting the nodification, where applicable, and the

identifier of the SCD effecting the detailed change to the software
and associ at ed docunent ati on
f. The effective release date of the current version/interimversion

g. The nunber, title, version and date for the current

oper at i ons/ pr ogr amrer s/ mai nt enance manual s and versi on description

docurent s
h. The nunber title, version and date for the current test procedures
i. If the software is resident on a "read only" device (e.g., PRQOV), the

current part nurmber for the software/ nmedi um conbi nation



3.1.1.4 Software Version Hstory . Ahistorical file of the information in
paragraph 3.1.2.5 naintained for each version and interi mversion of the
software fromthe date of the initial rel ease of the software through the
current version.

3.1.1.5 d Conponent Indentured Listing . For each O a record will be
generated and kept current identifying the G by name and identifier. The
record will identify all hardware parts that conprise the systemand the
source code and object code conponents/unit that conprise the . It wll be
presented in a hierarchical, or indentured, manner so that the relationship of
the different pieces of the O can be understood by |ooking at the arrangenent
of the record. At a minimumthe record will list all units that have been

sel ected for support, including those itens that have ben superseded but still
used configuration.

3.1.2 Tracking Active Change Processing . The infornmation managenent system
controlled by the OMDw Il track all proposed changes fromthe first
communi cation of an idea for a nodification to the system through either




official notice of approval or disapproval. The systemw || contain general

i nformati on about the change proposal and will track specific events and dates
associ ated with the processing of the change. Specific information about
system capabilities and data el enents sel ected fromthe follow ng paragraphs
will be provided. The required information fromthe initial study docurent,
for the formal proposal, and for each correction and revision to the

proposal (s), and it will provide cross-correlation for all related fornal

pr oposal s.

3.1.2.1 Mdification Process Status . The CMOwi Il establish on the
information system (and will keep current) a separate record to identify the
followi ng for each modification:

a. The type of nodification involved (e.g., ECP, deviation/waiver)

b. The nodification identification nunber (e.g., ECP nunber)

c. The nodification title

d. The configuration baseline(s) affected

e. The title and nunber of the affected specification(s)

f. The related SCN nunber

g. The priority

h. The date that the nodification was given to the PMD or the CMD

i. The date a decision is required on the nodification (suspense date)
j. The final CCB decision and date

k. The date that the official decision notification was provided to the
request or.

3.1.2.2 Mdification Process Status Hstory . A historical file will be
nmai ntained on the information systemof the information in paragraph 3.1.3.1
for each nodification document submitted to the PMD or OMD throughout the life
of Al RFI ELDS.

3.1.2.3 Event Data Entries . For each nodification tracked in paragraph
3.1.2.1, the systemwill identify and suspense the discrete activities
involved in the review of the modification by the PMO |t shoul d

autonatical ly assign suspense dates by which those activities nust be

conpl eted, based on the need date and the priority of the nodification. The
CMOwi Il have the capability to change suspense dates except for the need date
and to input conpletion dates reflecting the status of the processing of the




nodi fication. Sone of the typical events that this information systemw |l be
capabl e of tracking include:

a. Modification receipt

b. D stributed for coordination/comrents

c. Corrections due from software nai ntenance

d. CCB

e. Design activity's need date

f. Modification approval date.
A history will be maintained for all of the event data.
3.1.2.4 Date Search Capabilities . For each nodification entered from
paragraph 3.1.3.1 with a specified begi nning and ending date by the user, the
systemw || have the capability to provide infornation about all schedul ed,

but not yet conpleted events, events that shoul d have been acconplished by an
as-of -date and sort themby the magnitude of their delinquency.

3.1.3 Approved Changes to a 0 Configuration and Change Identification
information systemw || be established that will docunent the initially
approved configuration of each d and to identify the inpact of each

aut hori zed nodification to each A. The following itens define the specific

i nformati on systemcapabilities and data el enents that will be required.

These itens are not all inclusive and nmay need to be nodified once the Cs for
Al RFI ELDS are identified.

a. The nodification identification nunber

b. The title of the change

c. The date of approval of the modification

d. The conplete nunber of the A nodul e/unit being nmodified

e. The nunber of the existing A modul es/units that need to be changed as
a result of the nodification

f. The new nunber(s) of the software conponent/unit version and rel ated

affected manual s resul ting fromeach approved nodification.

3.1.3.1 Inplenentation of Approved Mdifications . The information system
will track the acconplishnent of all tasks required as a result of all
approved change proposals. The systemw || include key el ements of

i nformati on about each modification, including the functional activities



responsi bl e for the acconplishment of the tasks. The actual dates for the
acconpl i shnrent of various tasks involved in the inplenentation of each
approved nmodification. Specific information systemcapabilities and data
el enents selected, fromthe fol |l owi ng paragraphs, w |l be provided.

3.1.3.2 Approved Modification Inplenmentation Activities . For each
nodi fication approved to the systemor one of its conponent ds, the record
established for paragraph 3.1.4 will include specific suspense dates for the

conpl etion of all activities related to each of the major areas of inpact of
the nodification. The record will also identify the specific point of contact
responsi bl e for each activity including the phone nunber. As appropriate to
the nodifications involved, these activities include, but are not limted to,
the foll ow ng:

a. Status of redesign and testing

b. Specification nodification/revision activity

c. Software revision activity

d. Technical manual preparation/revision activity

e. Spares purchased and distribution

f. Support equiprent design, purchase, or nodification.

3.1.4 Specification Mdification/Revision Activity . If the requested
nodi fication affects a Al RFI ELDS specification, the information systemrecord
will track the activities required to distribute the official SCNto the

hol ders of the specification. |In sone cases the approved nodification wll
result in arevisionto the specification. The systemw |l track the simlar
activities required to distribute the revised specification. Typical events
i ncl ude the follow ng:

a. Approval copy prepared (update of originals)
b. Copy submitted to PMY CCB
c. Copy approved by CCB
d. Approved copy subnitted to software support team
e. SON and change pages distributed to all addressees.
3.1.4.1 Software Revision Activity . |If a nodification affects a software

unit change then the record will track the revision, review, and official
rel ease of the software incorporating the nmodification.




events include the foll ow ng:
a. Receipt of the approved nodification docunent
b. Coding, verification, and testing of the software modifications
c. Revision of affected manuals
d. Review and approval by each design function
e. Approval /concurrence by the approving authority (CCB, PMD customner)
f. Release of new software version
g. UWddate of software devel opnent library materials

h. Reproduction on appropriate medium (e.g., disk, cassette, magnetic

tape, electronic link, etc.)

i. Revised code and nmanual s distributed to all addressees.

3.1.4.2 Technical Minuals and other Related Docunentation

Preparation/Revision . |f the change requires revision of the infornation/data
in various manuals witten for operation or naintenance of the A, the new

i nstructions nust be avail abl e when deliveries of the new design to the
user/customer are started or when nodifications are nmade to the hardware. The
information record will track the events |eading to the publication and
distribution of the newinstruction. Typical events will include the

fol | ow ng:

a. Technical witing of the revision

b. Verification of the instructions

c. Revalidation of the technical manual (s)

d. Transmt original to control activity

e. Reproduction of the required copies

f. Distribution of the copies to addressees.
3.1.4.3 Support Equi pent Design, Purchase and/or Mdification . If the
nodi fication requires the devel opment or purchase of new support equi pnent,
the tracking record should nmonitor the events required to provide the support
equi prrent to the supporting activities in time for the new configuration

When modi fication of existing support equipnent is required for the new
configuration, that nodification will be tracked with a record identical to




the one used for tracking nodifications of operational units. Typical itens
to track are as foll ows:

a. Quantity required

b. Purchase/work order issued

c. Issuance of requirements docurentation

d. Redesign or new design work conpleted

e. Prototype constructed

f. Testing conpleted

g. Final CCB approval

h. Update engi neering rel ease records

i. Deliveries received.
3.1.5 Tracking Action Itens . The information/nmanagement systemwl| be
capabl e of tracking all action itens that were established as a part of the
functional and physical configuration audits for all of the programs
configuration itens and also the systemif applicable. The systemwil|
contain these itens; general information about the action itemand the
article(s) that it affects; specific activities and suspense associated with
closing the action item Specific capabilities and data el ements sel ected
fromthe follow ng paragraphs will be provided. The systemw || provide

cross-correlation of all action itens relating to a specific audit for a
specific configuration item

3.1.5.1 Audit Action ItemStatus . For each action itemofficially
establ i shed by the PMJ CCB at each configuration audit for the program the
tracking systemwi ||l establish and keep a separate record to identify the
fol | ow ng:




SECTION 4.  FUNCTI ONAL CONFI GURATI ON AUDI T ( FCA)

4.1 Purpose

A Functional Configuration Audit (FCA) will be conducted for each
configuration itemfor which a separate devel opment or requirenent

speci fication has been baselined and for the overall system The objective of
the FCAw Il be to verify the configuration itenmis and the systenis

per f or mance agai nst its approved configuration docunentation. Test data for
the FCAwi Il be that collected fromthe test of the configuration of the item
that is to be formally accepted or rel eased for production froma prototype or
preproduction article. |If a prototype or preproduction article is not
produced, the test data will be that collected fromtests of the first
production article. Subject to PMD approval, the FCA for conplex itens may be
conducted in increments. In such cases, a final FCA may be conducted to
ensure that all requirements of the FCA have been satisfied. In cases where
itemverification can only be conpletely determned after systemintegration
and testing, a final FCAw Il be conducted using the results of these tests.

4,2 (CMD Requirenents

The schedul ed dates, and the actual conpletion dates for the FCAs will be
recorded in the CSA information system The A or systemwill not be audited
separately wi thout prior PMO approval of the FBL and the ABL for the A or
systemi nvol ved.

4,3 OMD Responsibility

a. The MO will maintain and provide the followi ng information prior to the
audit date:

(1) ldentification of itens to be audited

(a) Nomencl ature.
(b) Specification identification nunber.
(c) 4 identification.

(2) Status of test prograns to test configuration itens with automatic

test equiprent if applicable.

b. Amtrix for each A will be provided at the FCA that identifies the

requirements listed in the specifications including a cross reference
to the test plan, test procedures, and test report. Cher information
such as the result of inspections, the anal yses for each
requi rement,

and the deficiency report nunber will be provided if appropriate and



available. This matrix becones part of the FCA
c. An FCA check sheet will be prepared that identifies each docurent t hat

is to be audited and what task need to be acconplished at the FCA for the



. A sanple FCA checklist is shown in Appendix A

4.4 \Verification Procedures and Requirenents

Information will be provided by the A RFIELDS software support teamat the FCA
for each A being audited and will describe the test results and findings for
each d. As a mninum the information will include A requirenents that were
not met, with a proposed solution for each item an account of the ECPs

i ncorporated and tested, and a general presentation of the entire O test
effort describing the problemarea as well as acconplishnents. The audit

shoul d al so include the follow ng:

a. The test procedures and results will be reviewed for conpliance with
speci fication requirenents.

b. The following testing information will be available for the FCA

(1) Test plans, specifications, descriptions, procedures, and

reports for the O.

(2) A conplete list of successful acconplished tests during which

pre-accept ance data was

r ecor ded.

(3) Aconplete list of tests required by the test requirements but
not yet performed.

(4) Preproduction test results.

c. An audit of fornal test plans, specifications, and procedures wll be
nmade and conpared against the official test data. The results will be
checked for conpl eteness and accuracy. Deficiencies will be
docunented and rmade a part of the FCA ninutes. |Interface requirenents
will be reviewed. Conpletion dates for all discrepancies will be
clearly defined and docurent ed.

d. For those requirenents that cannot be conpl etely verified through
testing, the FCA will be used to determ ne whet her adequate anal yses
or simulations have been acconplished and whet her adequate results of
this anal yses or simulations are sufficient to insure that the d
neets the requirenents detailed in the specification. Al ECPs that
have been approved will be reviewed to ensure that they have been
technical ly incorporated and verified.

e. The test reports will be audited to validate that they are accurate
and conpletely describe the O tests. Test reports, procedures, and
data used will be included in the nminutes of the FCA

f. ds that fail to pass quality requirenents are to be anal yzed as to
the cause of the failure. Appropriate corrections will be made



before it is subjected to retesting.

g. The partial conpletion of a FCA for those s whose verification is
contingent upon the conpletion of integrated systemtesting will be
acknow edged with a date established for the conpletion of the FCA for

the Os.
h. For CSCls the followi ng additional requirenents wll apply:

(1) Review data base characteristics, storage allocation data and
timng, and sequencing characteristics for conpliance with
speci fied requirenents

(2) Reviewall docunents that conprise or describe the contents or the
use of the software product for format and conpl et eness

(3) Reviewthe records that reflect the changes made to the
devel oprment al configuration for the CSO

(4) Reviewthe listings of all versions of the devel opnental and non-
devel oprmental software for the CSCls that are in the software
l'ibrary

(5 Reviewthe findings of all GMand software QA audits of the CSO.

4.5 Post Audit Actions

After the FCAis conpleted the following items will be conpl et ed:

a. Publish and distribute copies of the FCA ninutes
b. Record the results of the FCAin the CSA record for each d audited
c. Conplete tasks that were identified during the FCA
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SECTI ON 5. PHYS|I CAL CONFlI GURATI ON AUDI T ( PCA)

5.1 Purpose

The PCA will be the fornmal exanmination of the as-built configuration of a d
agai nst its design docurmentation. The PCA for a A will not be started unl ess
the FCA for the A has al ready been acconplished or is being acconplished
concurrent with the PCA. After successful conpletion of the audit and the
establ i shment of a PBL, all subsequent nodifications are processed by a formal
nodi fication action. The PCA al so determnes that the acceptance testing
requi rements prescribed by the docunentation is adequate for acceptance of a
C by quality assurance activities. The PCA includes a detailed audit of
speci fications, technical data, tests utilized in devel opnent of the Os,
docunentation, listings, and operation and support docunents for CSCls. The
PCA will also include an audit of the rel ease docunmentation and testing
records to make sure that the as-built and/or as-coded configuration is
reflected by this docurmentation. For software the product specification,

I nterface Design Docunment, and the VDD will be part of the PCA

a. The PCAw Il be conducted on a unit of the itemsel ected by the CCB,
PMD and OMD

b. Satisfactory conpletion of a PCA and approval of the product
speci fication are necessary for the PM) OMDto establish the PBL for
the .
A sanpl e PCA checklist is shown in Appendix A

5.2 Tracking Requirenents

The schedul ed dates and actual conpletion dates for the PCAs will be recorded
inthe CSA information system Al approved nodifications will be

i ncorporated into the new revisions of the applicable configuration
docunentation prior to the PCA In addition the final draft copy of the
product specification available for review prior to the PCA

5.3 d Information Notification

Prior to the PCAthe following information will be provided to the PM) COMD
and the CCB:

a. ldentification of items to be audited by:
(1) Norencl ature
(2) Specification Identification Nunber

(3) dA ldentifiers



(4) ECP Nunbers.
b. Reference information to the A being audited as fol |l ows:
(1) 4 specification

(2) A list show ng both the approved and out standi ng rmodi fications
agai nst the d

(3) Acceptance test procedures and associ ated test data

(4) Operating and support nanuals; including operators manual s,
mai nt enance manual s, programmers's nanual s, etc

(5) Version Description Docurent (VDD

(6) FCA ninutes for each d

(7) Finding/ Status of testing

(8) Interface Design Docunents for software.

c. Make available for the PCA at tine of audit all data describing the
itemconfiguration to include:

(
1) CQurrent approved ECPs, DR s and SO\s of hardware, software and

i nterface requirenents
speci fications

(2) ldentification of all nodifications actually nade during

testing
(3) ldentification of all required nodifications not conpleted

(4) Al configuration docunentation, or electronic representations
of the same, required to identify the d.

d. ds that have shown conpliance with the specifications and
requi rements will be approved for acceptance by the PCA review An
aut hori zed signature will certify the d meets the specifications.

e. The PCAwll also verify the followi ng that all documents neet the
standards for format and conpl et eness.

f. Areviewof all required operation and support docunents will be
acconpl i shed for conpl et eness correctness, and adequacy to operate and
support the CSO (s). Formal verification or acceptance of these
docunents shoul d be withheld until systemtesting to ensure that the
procedural contents are correct.



SECTI ON 6. PRCBLEM REPCRTI NG PROCEDURES

6.1 A RFIELDS User |Incident Report (IR

This section provides an exanple and instructions for the A RFlIELDS User
Incident Report form(Figure 6-1). This formis intended to be the nechani sm
for the custoner/user to report problens to the AIRFIELDS CMO Al probl ens
wi |l be docurmented and tracked by AIRFIELDS CMto determine if there are weak
areas in user training, docunentation, software perfornance, or equi pment
reliability. It is inportant that all information fields for the originator
be fully conpleted. Mssing or inconplete information can cause unnecessary
del ays in the anal ysis and resol ution of the problem

6.1.1 Configuration Managenment . Before an analysis of the incident can be
done, the Al RFIELDS Configuration Managerment Office (OMD is required to

conpl ete the information at the top of the form The space for the deficiency
nunber will not be filled in unless the analysis of the IR determnes that
there is a repeatable problemwi th the software, hardware or docunentation.
The deficiency report nunber will then be added to the formand the incident
report nunber added to the deficiency report for cross reference. The status
area wWill be nmaintained by the OQMD for tracking purposes until the IR has been
closed. The followi ng definitions will be used to deternine the status of the
IR

a. SEVERITY - The following criteria will be used to assign a severity
nunber from1l to 4 to the IR

1 - Afunction failure that has caused a catastrophic systemfailure
with a systemre-initialization as the only sol ution.

2 - Afunction failure with a work-around sol ution that does not cause
the systemto crash

3 - Aproblemwth the function that is an i nconveni ence to the user
but were the function and the system continues to process

4 - A nminor annoyance to the user such as a m sspelled word or
i ncorrect spacing that does not prevent or interfere with the user
acconpl i shing their task.

b. CPEN- An IRwll remain open until research is conpleted on the
pending IR If a deficiency report (DR) is required the IRw Il remain open
until the work specified in the associ ated DR has been conpl et ed.



c. CLCSED - If areported problemis verified as working to
speci fications or the problemcan not be duplicated, the IRw II be marked
closed with notification of the originator.

d. DR ASSIGNED - If the problemnoted in the IRis determned to
represent a defect in the AIRFIELDS system then a DRw ll be generated. That
DR nunber will be added to this field on the IRformto associate that IR with
the DR

e. RETEST - If it is determined that an IR is valid systemdeficiency
then an DR will be generated. The retest area will be narked "VYES' to
indicate that the specific problemnoted in the IR needs to be corrected and
verified.

6.1.2 (Qiginator . Upon an initial notification by a user, the OMD shoul d
conpl ete the "originator" portion of the IRform |If the formis faxed, those
users must ensure that this part of the formhas been conpleted. |If all of
the information has not been filled out, the CMDw |l be required to contact
the user to obtain that information. To ensure uniformty in the data
supplied on the fornms, the following is what is intended for each data field:

a. USERS NAME - This should be the nane of the person who experienced the
probl em not necessarily the person who is calling the problemin. |If
nore information about the problemis required or if it is determ ned
that the probl emwas caused by incorrect use of the system that
speci fic user nmay be contacted for possible retraining in the use of
the system The user will be contacted in all cases to be informed of
t he probl emresol ution.

b. OFFICE - The office code and/or agency of the individual reporting the
pr obl em

c. PHONE - The phone nunber of the individual reporting the problem
d. TIME - The specific time of the occurrence.
e. DATE - The specific date of the occurrence.

f. WORKSTATION - The specific name of the terninal where the probl em
occurred (if appropiate).

g. FUNCTION - This is the specific function that the user was attenpting
to performwhen the probl em occurred.

h. COWAND ENTERED - This is the command that the user entered when the
pr obl em occurr ed.

i. PREVIQUS COWAND - This is required. Mny times the conmand entered
before the problemactually occurs can lead to the problem This can
also help to determine if the user was follow ng proper procedures for
that function.

j- PROBLEM DESCR PTION - Thi s should contain the conplete scenario of what
the user did up to the occurrence of the problem This information
nust be conpl ete and accurate so that the probl emcan be anal yzed,
duplicated, and resolved in the shortest time possible.

k. SCREEN DI SPLAY - Nane of user screen being accessed when the probl em



occurred. Attaching a copy of the screen display to the IR formwould
be hel pful.
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SECTION 7. Al RFlI ELDS DEFI G ENCY REPCRT PROCEDURES

7.1 AIRFIELDS Deficiency Report (DR

If analysis of a user incident report determnes that, (1) there is an
operational Al RFlIELDS problem (2) operational systemdoes not fully conply
with the systemspecifications, (3) an error in the docunentation, a
deficiency report (DR will be generated by AIRFIELDS CMD Al RFI ELDS support
personnel will not work on a DR until it is approved by the PMD fromthe CMD

The following are the instructions for each field of the Al RFI ELDS System
Deficiency Report form

1. DR NUMBER - This is the next constitutive nunber for the DR as
det erm ned by the Al RFI ELDS OMD

2. SYSTEM RELEASE - The designator of the A RFIELDS rel ease that the
DRis witten against.

3. SUBM TTER NAME - The name of the individual witting the DR
4. PHONE - The phone nunber of the above indi vidual .
5. OFFI CE - The office designation of the above individual.

6. PRICRITY - The priority designation for the DR assigned by the
CMD  The designators are LON MEDIUM H G4 URGENT.

7. Csd - The CSA designator of the itemwth the DR

8. DESCR PTION - The description of what the problemis. The
specification that is not being met shoul d be shown.

9. DATE SUBM TTED TO MAINT. - The actual date that the CMD sent the
DR to system support personnel.

10. ANALYST NAME - The nane of the individual who will |ook at the
problemand estimate the effort required to resolve it.

11. ANALYSI S HOURS - The nunber of hours taken to exani ne the problem

12. EST. COWP. DATE - The date that the anal yst estimates that the
problemnoted in the DR can be resol ved, tested, and inpl enmented.

13. EST. TOTAL HOURS - The anount of hours that the anal yst estimates
will be required to conplete the DR

14. PMD APPROVED - The signature of the Program Manager authori zi ng



work to actually begin on the DR

15.

16.

17.

18.

19.

20.

21.

DATE SIG\ED - The date the PMD signed the approval to authorize
the work on the DR

ACTUAL OCOWPLETI ON DATES - As work is conpleted on each of the
items listed the date that it was conpleted will be entered.

TOTAL HOURS - This is the total nunmber of hours that was spent on
all areas to conplete the DR

DATE TOOM - This is the date that naintenance reports to CMthat
all work on the DR has been conpleted. This will be done at a
turn over meeting.

TEAM LEADER - This is the signature of the maintenance team | eader
verifing that all information on the formis conplete and correct.

DATE SIGNED - This is the date that the team| eader signed the DR
form

ACCOWPLI SHVENTS - As events occur or itemare conpleted and tested
the anal yst will docunent each itemin this area with the nunber
of hours spent on that item
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j. Software Devel opnment Plan for the AIRFIELDS projects,

k. Hunmphrey, Watts S., Managi ng the Software Process , Software
Engi neering Institute, Addison-Wesley, 1990.
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